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Privacy Notice

1) What is the purpose of this Privacy Notice?

Stack Data Strategy Limited (“Stack”, “we”, “us” or “our”) is committed to protecting your
personal data and processing it only in a way that is lawful, fair, and transparent. We comply in
all respects with the General Data Protection Regulation (Regulation EU 2016/679) (the “GDPR”).
As the GDPR has also been retained in UK law following Brexit (in accordance with the European
Union (Withdrawal) Act 2018) references in this Privacy Policy to the GDPR include the GDPR as
it applies in the UK.

This privacy notice (“Privacy Notice”) explains our policies and procedures in relation to our
collection and use of your personal data when you take part in polls or surveys, when using our
services, or in connection with the use of any of our websites or applications including (but not
limited to) stackdatastrategy.com (“Websites”).

It is important that you read and understand this Privacy Notice before completing any polls or
surveys, or otherwise providing us with your personal information. We may also provide you with
supplemental notices or statements in particular circumstances and you should carefully read
these to ensure you understand them. This Privacy Notice should be read in conjunction with
such supplemental documents and is not intended to override them.

Please also note that the Websites may, from time to time, contain links to and from other
websites, such as those of our partner networks, advertisers, affiliates or other third parties. If
you follow a link to any of these websites, please note that these websites may have their own
privacy policies and that we do not accept any responsibility or liability for these policies. Please
check these policies before you submit any personal data to such websites.

If you have any questions or comments about anything that is contained in this Privacy Notice,
or in relation to our collection and use of your personal data, please contact us using the
following details:

Email: info@stackdatastrategy.com
Post: 133 Whitechapel High St, London, E1 7QA
2) Who is the data controller of your personal data?

In many cases, Stack will be a “data controller” (that is, the party that determines the purpose
and means of processing of your personal data) for the purposes of the GDPR. For example,
Stack will be the data controller of any personal data that is processed for the purposes of
administering any contract that you enter into with Stack. Stack will also be the data controller
of any personal information collected or processed in relation to your use of the Websites.

In other cases, we may collect your personal data on behalf of our customers. In such cases, we
will process this data as a “data processor” on behalf of our customers who will be the “data
controller”. Where we are acting as a data processor, we will let you know who the relevant data
controller is when you provide your personal information, e.g. when you take part in polls or
surveys etc.

Where we process personal data on behalf of customers as a “processor”, we do not own such
information and we will only use it to provide our services in compliance with this Privacy Notice
and our contractual obligations.

3) What counts as “personal data” and what personal data do we collect?

“Personal data” means any information that enables us to identify you, directly or indirectly,
including by reference to an identifier such as your name, any reference or candidate number,
any online identifiers, location data, or one or more factors that are specific to you. Some
examples of personal data might be obvious (your name or email address), while some might be
less obvious (for example your Internet Protocol (IP) address).

“Personal data” also includes data that has been processed in such a way that it can no longer
be attributed to you without the use of additional information that is kept separate
(“pseudonymised data”). Personal data does not, however, include anonymous information or
information which can no longer be used to identify you.
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We may collect and process personal data in the following ways

Survey and poll respondents, and visitors to our Websites provide personal data to us in a
number of formats, for example when filling in forms, responding to surveys and polls run on
behalf of our customers, and corresponding with us (whether by post, phone, email or some
other method). Such personal data provided may include (but is not limited to):

e Basic information such as your first name and surname;

e Contact information such as your telephone number, email address, or home and/or
work address;

e Information about yourself such as date of birth, gender, annual income (including
household annual income), professional history, academic/education history;

e Your opinion and views on a range of corporate, brand, social and political matters;
and

e Communication preferences such as whether you would like to hear from us with
opportunities to take part in further surveys, or about our other products and
services.

Customers and partners (and their employees) provide personal data when requesting
information, requesting services, subscribing to materials or marketing communications, or
otherwise engaging with us in relation to the services we offer.

4) What about “special categories of data”:

Some opinion and demographic information collected as part of our polling and survey activities
will include “special categories of data” which are more sensitive and require more protection
under data protection law. For instance, we may collect information about your:

Racial or ethnic origin;

Political opinions (e.g. how you intend to vote in an election);

Sexual orientation;

Religious beliefs;

Philosophical beliefs; and

Health, e.g. data relating to whether you receive disability and sickness benefits.

The provision of such special category personal data is entirely voluntary and we will not collect
it unless you have explicitly consented to such collection. If you change your mind, you may
withdraw consent at any time, at which point we will anonymise or no longer continue to
process such data. If you wish to withdraw your consent, please contact us using the details in
section 1 above.

5) Why do we process your personal data?

We only process your personal data when we have a legal justification for doing so (also known
as a “legal basis” under the GDPR). The most common legal bases we rely upon are that:

e The processing is necessary for the performance of a contract between you and us or
to answer questions or take steps at your request prior to entering into a contact;

e The processing is necessary for our legitimate business interests, (provided such
interests are not overridden by your interests or fundamental rights);

e You have provided your consent to the processing (which may be withdrawn at any
time); or

e We are required to process your personal data under law.

Examples of how each legal basis may apply in practice are as follows:

i. Processing is necessary for the purposes of a contract:

We will process personal data for the following purposes as is necessary for the
performance of a contract between you and us or to answer questions or take steps at
your request prior to entering into a contact:

e To administer or otherwise carry out our obligations in relation to any
agreement to which we are a party;

e To respond to queries or requests and to provide information, services and

support;

To provide after sales customer relationship management;

To create and manage our customer accounts;

To notify you about changes to our services; and

To administer a survey or poll.
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Processing is necessary for our legitimate interests and/or we have your consent:

We will process your personal data for the following purposes as necessary for certain
legitimate interests, or where you have given your informed consent to such processing as
required by applicable law (such consent can be withdrawn at any time):

To send you communications about surveys and polls;

To invite you to participate in a poll or survey;

To process your survey or poll responses;

To offer our services to you in a personalised way;

To allow you to participate in interactive features of our services; and
To send you personalised marketing communications

Where we have your explicit consent:

We will only process your special category data for the following purposes where you have
given your explicit consent to such processing as required by applicable law (such explicit
consent can be withdrawn at any time):

e To process your survey or poll responses where such responses include
special category data (e.g. your political beliefs); and

e To transfer your survey or poll responses to our customers where such
responses include special category data.

Processing is necessary for our legitimate business interests:

We will process your personal data for the following purposes as necessary in our
legitimate business interests, (provided such interests are not overridden by your interests
or fundamental rights):

e To resolve disputes;

e To develop and improve our products and services;

e To administer our Websites and for internal business administration and
operations, including troubleshooting, data analysis, testing, research,
statistical and survey purposes;

e As part of our efforts to keep our Websites safe and secure; and

e To comply with applicable law, for example, in response to a legal request
from a court or regulatory body.

Where we need to protect your vital interests:

We may process your personal data in rare circumstances where it is necessary in order to
protect your vital interests or the vital interests of another person, including (without
limitation) if we have significant concerns about your health and/or wellbeing.

Marketing communications

We will only send you direct marketing communications related to our products and services or
surveys and polls if you have first given your consent to receiving that marketing. We will ask for
your consent when you first provide your personal data. You can choose to stop receiving direct
marketing communications from us at any time simply by following the “Unsubscribe” or
“Manage Email Preferences” link at the bottom of any promotional email you receive from us.
Please note that you may not opt out of receiving non-promotional emails regarding your
account or your transactions with us unless you cease to subscribe to our services.

7) Who might we share your personal data with?

We will only share your personal data with third parties in limited situations or where you have
given your prior consent. We may share your personal data with:

e Our group companies, branches, and associated offices or other legal entities for the

purposes of a joint venture, collaboration, merger, reorganisation, or other similar event;

e Third party service providers that we outsource certain business functions to (including

for example our data centre and web hosting providers);

e Our advertising and marketing partners who enable us to deliver personalised adverts

to your devices or similar advertising and who may contact you by post, email,
telephone, SMS or by other means (provided you have given your consent, where
necessary). If you do not wish to be contacted, you may unsubscribe by notifying us at
info@stackdatastrategy.com or by clicking the "Unsubscribe" link at the bottom of any
of our messages;
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e Analytics and search engine providers that assist us in the improvement and
optimisation of our Websites. Your personal data is generally shared in a form that
does not directly identify you;

e Customers where: (i) we collect and process your personal data on their behalf as a
“processor” in which case your personal data will be shared without being anonymised
(we will inform you of the identity of such customers when we collect your personal
data); or (ii) to whom we provide various polling and survey solutions. Data collected
from survey and poll respondents will be anonymised before it is shared with such
customers;

e Public authorities where we are required by law to do so;

e Our advisors, if required, in order to receive legal or other relevant advice; and

e Any other third party provided you have given your consent for us to share such data.

We will only ever share your personal data with third parties who can provide sufficient
guarantees of their security measures (technical and organisation) in place to protect your
personal data and who have demonstrated a commitment to compliance with such measures.

Where we use third parties to process personal data on our behalf, we first make sure that they
have agreed to process personal data in accordance with applicable law (either in a contract or
through some other means). Contracts we enter into with our third-party service providers
stipulate, among other things, that the relevant third-party (and its representative) only act on
our instructions, or as otherwise permitted by law. We never allow our third-party service
providers to use your personal data for their own purposes and they must only process your
personal data for specified purposes in accordance with our instructions.

When you submit information to this website via the Contact or Newsletter webforms, we collect
the data requested in the webform in order to track and respond to your submissions. We share
this information with Squarespace, our online store hosting provider, so that they can provide
website services to us. We also share this information for storage purposes with Google who
administer our emails, and Mailchimp whom we use to send out our newsletters to subscribers.

8) Will we transfer your personal data abroad?

We may transfer your personal data to countries outside of the UK or the European Economic
Area (EEA) in accordance with the purposes set out above, for example when a third party
service provider is located in such countries. Before transferring your personal data we will, as
required by the GDPR, ensure that your privacy rights are adequately protected. Where we are
transferring your personal data to a third country that has not been deemed to provide a
commensurate level of protection, we will instead protect your personal data by appropriate
technical, organisation, contractual or other lawful means. For more information about how we
protect your personal data in relation to such a transfer, or to obtain a copy of the relevant

safeguards, please contact info@stackdatastrategy.com.
9) How long will we keep your personal data for?

We store personal data for no longer than is necessary for the purpose for which the personal
data was originally collected. We store your personal data for as long as is necessary to comply
with our legal obligations, resolve disputes and enforce our rights.

We may keep anonymised data, which can no longer be used to identify any individuals (and
therefore is not classed as personal data), for statistical purposes without time limits, to the
extent that we have a legitimate and lawful interest in doing so.

Please contact us at info@stackdatastrategy.com for further details about the period for which
we keep your personal data.

10) What rights do you have in relation to your personal data?

You have specific rights in relation to your personal data under the GDPR. In particular, you have
the right to:

e Request access to your personal data and request a copy of personal data we hold
about you;

Request that inaccurate personal data is corrected;

Request that we delete the personal data we hold about you;

Object to the processing of your personal data;

Request that we restrict the processing of your personal data;

Request that your data is transferred a third party; and

Complain to a supervisory authority (which would be the Information Commissioner’s
Office in the UK).
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The above rights are not absolute and there may be exceptions that apply in certain
circumstances. To ask questions, or exercise any of the above rights, please contact us using the
contact details provided in section 1 above. Please note, if you make a request by post, please
provide sufficient details to enable us to reply.

We aim to respond to requests made by you within one month, but we may extend that period
by two further months where necessary. We will not ordinarily charge a fee for you to exercise
any of your above rights, but we may in certain circumstances charge a reasonable fee, or to
refuse to act on requests where they are manifestly unfounded or excessive.

11) Cookies and website analytics
Our Websites collect personal data to power our site analytics, including:

e Information about your browser, network, and device
e \Web pages you visited prior to coming to the Websites
e Your IP address

This information may also include details about your use of the Websites, including:

Clicks
Internal links
Pages visited
Scrolling
Searches
Timestamps

We share this information with Squarespace, our website analytics provider, to learn about site
traffic and activity.

The Websites also uses cookies and similar technologies, which are small files or pieces of text
that download to a device when a visitor accesses a website or app. For information about
viewing the cookies dropped on your device, visit The cookies Squarespace uses:

e These functional and required cookies are always used, which allow Squarespace, our
hosting platform, to securely serve the Websites to you.

e These analytics and performance cookies are used on the Websites only when you
acknowledge our cookie banner. This website uses analytics and performance cookies to
view site traffic, activity, and other data.

The Websites are hosted by Squarespace. Squarespace collects personal data when you visit
this website, including:

Information about your browser, network and device
Web pages you visited prior to coming to this website
Web pages you view while on this website

Your IP address

Squarespace needs the data to run the Websites, and to protect and improve its platform and
services. Squarespace analyzes the data in a de-personalised form.

12) Changes to this Privacy Notice

We may update or otherwise change this Privacy Notice from time to time. Any changes to this
notice will be implemented by posting an updated version on the Website. We recommend that
you check this page regularly to make sure that you have reviewed the most up to date version.

This Privacy Notice was last updated: 5 July 2023
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